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1	Decision/action requested
Removal of EN in solution #7.11 and Evaluation Section
2	References
 [1]	3GPP TR 33.899v0.7.0 (2017-2) Study on the security aspects of the next generation system
3	Rationale
This proposal is submitted for removing the editor’s note in section 5.7.4.11 of 3GPP TR 33.899v0.70 [1]. The editor’s note requires more details for roaming when using Identity-based Encryption for privacy protection.  We provide technical details that address the concern raised by the Editor’s Note and remove the Editor’s Note accordingly. 

4	Detailed proposal
It is proposed to approve the following changes for inclusion in TR 33.899 
pCR	

1. Introduction
This proposal is submitted for resolving the editor’s note in section 5.7.4.11. The editor’s note requires more details for roaming when using Identity-based Encryption for privacy protection.     
2. Proposed Changes
It is proposed to make the following change to TR33.899 v0.6.0.
pCR
********************* Change start********************
[bookmark: _Toc467573430][bookmark: _Toc467858236]5.7.4.11	Solution #7.11: Protect the Permanent or Long Term User Identity with Public Key Technologies
[bookmark: _Toc467573431][bookmark: _Toc467858237]5.7.4.11.1	Introduction  
This solution addresses key issue #7.2 and #7.3.
As described in the above key issues, both permanent subscriber ideneitifiers such as IMSI and the device identifiers such as IMEI shall be protected. In key issue #7.2, it mentioned that MME must know the IMSI as required by the LI. However, it also mentioned that the protection of permanent or long term subscriber shall at least be as strong as provided in the legacy system such as UMTS and LTE.  Therefore, in this contribution, we provie two solutions with public key technologies as follow:
· Solution A: protect the permanent or long term identifiers with a termination point at AN
· Solution B: protect the permanent or long term identifiers with a termination point at core network function, e.g.AUSF/SEAF. 
[bookmark: _Toc467573432][bookmark: _Toc467858238]5.7.4.11.2	Solution details  
As we know, in the UMTS or LTE system, the permanent or long term identity are transmitted in signalling such as attachment request or identity response. These signallings are transmitted without protection because no session keys are generated at this stage. Therefore, it is impractical to use symmetric key to proect these signallings. Public key is one of the most suitable chocies. 
There are two types of public technologies, PKI based public key and Idenity based public key. In solution #7.2, PKI based public key is proposed for identifier protection. Therefore, in this solution, we focus on the solution with Identity-based public key. For the Identity-based encryption technology, we propose to use the method specified in RFC 6508 [1].
To use the Identity-based technology for data encryption according to RFC 6508 [63], the receiver need to be provisioned with a Receiver Secret Key(RSK), denoted as K_(ID, T),  which is generated by the Key Management Service (KMS), where ID is the identity of receiver, and T is used to denote the KMS server KSM_T. The entity perfoming encryption need to be provisioned with a KMS public key for encryption, denoted as Z_T. A node can encrypt message with receiver’s ID and Z_T. The receiver can decrypt the encrypted message with its RSK, K_(ID, T). 
In the follow, we assume that the funcation of KMS is included in the credential repository. 
[bookmark: _Toc467573433][bookmark: _Toc467858239]5.7.4.11.2.1	Protect the Permanent or Long Term Identifiers with a termination point at AN
In this solution, we aussme that the protection of the identifier is terminated at the Access Network. The procedures are separated into three stages. In the first stage, RAN is provisioned with Identity-based credentials and parameters. In the second stage, UE is provisioned with ID-based parameters. In the third stage, UE use the Identity-based encryption method to encrypt the NAS signalling and RAN uses follows:
1.	Credential Repository provision credentials to RAN
1.1	RAN receives Identity based public/private key pairs from credential repository, including BS_ID, which is the Identity-based public key for encryption, K_(BS_ID, T), which is private key for decryption, and also a global parameters, Z_T, for encryption. 
1.2	RAN stores the BS_ID, K_(BS_ID, T), and Z_T in its storage.    
2.	Credential repository provisioning KMS parameters to UE. Note, the KMS here belongs to an operator and different operators may have different KMS and thus may have different key generation parameters. 
2.1	UE is provisioned with Z_T from KMS
2.2	UE stores the Z_T in its storage. 
3.	UE using the BS_ID to protect the NAS signalling
3.1	RAN broadcast BS-ID over the air interface
3.2	UE store the BS-ID in its storage
3.3	When UE receive NAS signalling from upper layer, it finds the Z_T and BS_ID first, and then encrypt the message with BS_ID and Z_T. 
3.4 UE transmitted the encrypted message to the RAN. 
3.5	RAN find the Z_T and Receiver Secret Key, K_(BS_ID, T), according to BS_ID, and then decrpt the NAS signalling with Z_T and, K_(BS_ID, T).
3.6	RAN forwards the NAS signalling to the core network. 
[image: ]
Figure 5.7.4.11.2.1-1: Protect the Permanent or Long Term Identifiers with a termination point at AN
For roaming cases, the credential repository of home operator may provision a UE with the roaming operator’s KMS public key and other parameters before roaming to the visited networks, especially for those operators that UE may frequently visit. In case UE does not have the parameters of the visit network, it.  can use the identity of AUSF at home network to encrypt the identity of UE. 
Editor’s note: The roaming case needs to be described more. E.g. how can a home operator know which network the user will roam to.
[bookmark: _Toc467573434][bookmark: _Toc467858240]5.7.4.11.2.2	Protect the Permanent or Long Term Identifiers with a termination point at Core Network
In this solution, we aussme that the protection of the identifier is terminated at the core network, e.g. AUSF/SEAF. The differences are that the Credential Repository provisions the Identity-based ID, eNAS_ID, KMS public key, Z_T, and Receiver Secret Key, K_(eNAS_ID, T).  For different AUSF/SEAF, the eNAS_ID can be different, and one AUSF/SEAF can be provisioned with multiple eNAS_ID. 
The procedures are as follows:
1.	Credential Repository provision credentials to AUSF
1.1	AUSF/SEAF receives Identity based public/private key pairs from KMS, including eNAS_ID, which is the Identity-based public key for encryption, K_(eNAS_ID, T), which is private key for decryption, and also a KMS public key, Z_T. 
1.2	AUSF/SEAF stores the eNAS_ID, Z_T, and K_(eNAS_ID, T), in its storage.    
2.	Credential repository provisioning KMS parameters to UE. Note, the KMS here belongs to an operator and different operators may have different KMS and thus may have different key generation parameters. 
The procedures are the same as step 2.1 – 2.2 in solution 1. 
3.	AUSF/SEAF sends eNAS_ID to RAN
3.1	AUSF/SEAF selects an eNAS_ID and sends it to RAN.
3.2	RAN stores eNAS_ID.
4.	UE encrypts NAS signalling with eNAS_ID.
4.1	RAN broadcast the eNAS_ID over the air interface.
4.2	UE receives the eNAS_ID and stores in it in its storage. 
4.3	When UE receive NAS signalling from upper layer, it finds the Z_T and eNAS_ID first, and then encrypt the message with eNAS_ID and Z_T. 
4.4	UE transmitted the encrypted message to the RAN. 
4.5	RAN forwards the encrypted NAS signalling to the core network
4.6	AUSF/SEAF decrpts the NAS signalling with Z_T and K_( eNAS_ID, T).
[image: ]
Figure 5.7.4.11.2.2-1: Protect the Permanent or Long Term Identifiers with a termination point at Core Network
[bookmark: _Toc467573435][bookmark: _Toc467858241]5.7.4.11.3	Evaluation
Tba. In this solution, we propose to use Identity Based encryption for privacy protection. We suggest that identity-based public/private based encryption keys can be either deployed at RAN or at entities within core networks. 
The first benefit of using identity-based encryption is that public key can be the identity of base station or core network entities. The decryption points are distributed within the network and thus can aovid the potential DDOS caused by IMSI decryption. The second benefit is that the ideneity-based public key can be used to protect other uplink signalings.The third benefit with identity-based encryption is its efficiency in public distribution. The identity of RAN can be resued as public key. Since the identity of RAN has already been included in the MIB, so it does not require additional resource to broadcast public keys to UE. 
[bookmark: _GoBack]********************* Change end*********************
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